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Disclosure

• The content provided in this webinar is presented by the individual speakers only and does not 

represent of reflect the official policy or position of any portion of the United States Government.

• The content is not meant to be a substitute for medical professional advice, diagnosis, or treatment. 

The information herein should be adapted to each specific patient based on the treating medical 

professional’s independent professional judgment and consideration of the patient’s needs, the 

resources available at the location from where the medical professional services are being provided 

(e.g., healthcare institution, ambulatory clinic, physician’s office, etc.), and any other unique 

circumstances. This information should not be used to replace, substitute for, or overrule a qualified 

medical professional’s judgment.
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Moderators & Speakers

Moderator:
Paul Biddinger, MD, FACEP
Chief of the Division of Emergency Preparedness
Department of Emergency Medicine, Mass General Brigham

Speakers:
Nitin Natarajan
Deputy Director for Cybersecurity and Infrastructure Security Agency
Department of Homeland Security

John Riggi
National Advisor for Cybersecurity and Risk
American Hospital Association

Brian M. Mazanec, PhD
Deputy Director for Center for Preparedness
HHS Administration for Strategic Preparedness and Response

Center for Disaster Medicine – Region 1 Disaster Health Response System and Regional Emerging Special Pathogens Treatment Center
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Learning Objectives

1. Understand the vulnerabilities in the cyber domain and the potential damage cyberattacks 

may cause

2. Recognize the importance of strengthening IT resiliency

3. Access and implement available resources to enhance IT defenses

4. Identify planning and operational efforts that may be applied to mitigate effects of 

cyberattacks on business continuity and patient safety

Center for Disaster Medicine – Region 1 Disaster Health Response System and Regional Emerging Special Pathogens Treatment Center
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Upcoming Webinars

Center for Disaster Medicine – Region 1 Disaster Health Response System and Regional Emerging Special Pathogens Treatment Center

Pediatric Readiness: Critical Step to Pediatric Disaster Preparedness

Friday, April 26th

11am-12pm EST

Behavioral Health in Disaster Response

Thursday, May 23rd 

12pm-1pm EST 

April Webinar - Pediatric 
Readiness Zoom 

Registration QR Code
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Thank you!

Center for Disaster Medicine – Region 1 Disaster Health Response System and Regional Emerging Special Pathogens Treatment Center

Region1RDHRS@mgh.harvard.edu

www.rdhrs.org

@Region1RDHRS  
  

MGHBRT@partners.org  

www.massgeneral.org/disaster-medicine

@MGHDisasterMed

http://www.massgeneral.org/disaster-medicine
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